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SUBJECT: CorporateInformationManagementinDoD

Corporateinfomnaaon managementin theDepartmemofDefenseincludesbusiness process
models, data models, information systems, the computing and communications infrastructure, and
the managementofinformationincidenttotheperformanceofafunction.

TheSecretaryofDefenseassignedtothisoffke*mportsibilhyfortheestablishmentofan
organizationtoimplementcorporateinformationmanagementthroughouttheDepartmentof
Defense(DoD);theproperintegrationofDoD compu~g,telecommunications,andinformation
managementactivities;andtheaurhoritytoestablishandimplementinformationmanagement
policies,processes,programsandstandardstogovernthedevelopment,acquisition,andoperarion
ofautomateddataprocessingequipmentbytheDoD.

Pursuant tothisdirection,andinaccordancewiththe“PlanforhnplementationofCorporate
InformationManagementinDoD,”approvedbytheDeputySecretaryortJanuary 14, 1991,
I have assigned to the Director of Defense Information @ASD(C31)) responsibility for developing
and promulgating information management policies; implementing information management
processes, programs and standards; and integrating the principles of information management into
all the Department’s functional activities. This includes information technologies and architectures.
software, systems development methods and tools, information technology and data standards,
and automatic data processing equipment acquisition processes. This does nor include equipment
and softwarethatis an integralpartof a weapon or weapons system and related test equipment.

In support ofthe goals of the Defense Management Report to the President of July 1989, the
application of the principles of corpmwe information management wdl enable the managers of
functional activities to streamline business methods and business processes; develop sound
business cases and economic analyses of their functional activities and supporting information
technology; and provideotherimprovementsintheeffwtivenessandefficiencyofthefunctional



ativities.TheDirector of Defense Information (OASD(C31)) will develop and promulgate
@dance on the common models, tools and methodologies to be used by functional persomel in
perfoming their responsibilities for the management of information incident to their function.
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